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Abstract: Radio frequency identification (RFID), also known as electronic label technology, is a non-contact automated identification technology that recognizes the target object and extracts relevant data and critical characteristics using radio frequency signals. Medical equipment information management is an important part of the construction of a modern hospital, as it is linked to the degree of diagnosis and care, as well as the hospital’s benefits and growth. The aim of this study is to create an integrated view of a theoretical framework to identify factors that influence RFID adoption in healthcare, as well as to conduct an empirical review of the impact of organizational, environmental, and individual factors on RFID adoption in the healthcare industry. In contrast to previous research, the current study focuses on individual factors as well as organizational and technological factors in order to better understand the phenomenon of RFID adoption in healthcare, which is characterized as a dynamic and challenging work environment. This research fills a gap in the current literature by describing how user factors can influence RFID adoption in healthcare and how such factors can lead to a deeper understanding of the advantages, uses, and impacts of RFID in healthcare. The proposed study has superior performance and effective results.
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1 Background

RFID is one of the 16 core innovations for the next decade, according to MIT [1], which also ranks it as the tenth most groundbreaking technology in the last 25 years. RFID is a smart technology for data capture and real-time information visibility, according to its proponents. Many sectors, including logistics and supply chains, engineering, automotive and food safety management, and healthcare, have high potential for it [2]. Despite the fact that RFID was established in the early 1970s, it has recently piqued the interest of academics and practitioners.

Innovative technology, such as RFID, smart information systems, and networks, have been implemented into the healthcare sector to eliminate medical errors, minimize costs, improve
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decision-making, and assist in the discovery of medical solutions [3–5]. Insufficient and unreliable pharmaceutical inventory monitoring and operations, lack of patient identification, inability to accurately monitor patient locations, administration of incorrect medication to patients, and inability to track equipment are just a few of the problems facing healthcare organizations, according to recent studies [6,7]. This led many healthcare organizations to invest on IT and its applications with the hope of overcoming such challenges.

RFID tags are hailed as one of the most promising technologies for addressing these issues [8] and enhancing performance efficiency and service quality [9–14]. RFID may, for example, aid in the safety of medical personnel by identifying and tracing potentially infected individuals [13], improving patient monitoring and safety, improving pharmaceutical operations and medication use, and improving in-hospital location tracking, as well as patient identification [16–19], tracking hospital assets and supplies, error prevention, medicine tracking, and securing patient information.

Despite the potential benefits of RFID applications, healthcare organizations are still in the early stages of adopting RFID in various functional areas [20–22]. The scarcity of RFID adoption in healthcare, as well as the lack of publications and empirical studies that compare RFID adoption in healthcare to other settings, such as manufacturing and logistics and supply, are cited as reasons.

As a result, researchers argue that decisions about the implementation of information technology (IT) in healthcare are dynamic and include multiple stakeholders, rather than being strictly based on technological characteristics and environmental factors [23,24]. Many IT technologies in businesses have a two-part and/or multi-level adoption decision mechanism that involves formal decision-making as well as local adoption. Key decision makers normally make a structured decision to implement and purchase the innovation and make it available to the company. The following is a typical local adoption decision: Individuals such as doctors and medical practitioners, who are intended consumers, determine when and how to use the innovation [25]. The second portion, which concerns the advantages obtained from such decisions for both parties, appears to be just as relevant as the first. Most previous IT studies that investigated adoption decisions focused on organizational and environmental variables to help organizations explain their significant financial investments and measure performance outcomes, according to the literature review discussed below. Person and consumer considerations, unfortunately, have been identified as crucial aspects that have received insufficient attention in previous research. There has been an absence and/or overlooking of consumer considerations in many studies.

As a result, the aim of this study is to create an integrated view of a theoretical framework to identify factors that influence RFID adoption in healthcare and to conduct an empirical review of the impact of several factors on RFID adoption in the healthcare industry, including technology, organizational, environmental, and individual factors. Unlike other studies, the current one will focus more on person and human factors in order to better understand the phenomenon of RFID adoption in the healthcare industry, which has been identified as a complex and challenging work environment in previous research [26]. This study fills a gap in the current literature by demonstrating how user factors can influence RFID adoption in healthcare and how such factors can lead to a deeper understanding of the advantages, applications, and effects of RFID in the healthcare sector. The aim of this study is to develop a structure for RFID technology adoption in healthcare organizations by taking into account a variety of factors and dimensions, such as RFID adoption and implementation, as well as the benefits and challenges that may prevent healthcare organizations from reaping the benefits of such technology.
2 RFID in Healthcare

Adoption of technology is a research subject that has piqued the interest of IT researchers for a long time. Various theories and models have been built in IT to recognize and forecast the acceptance of innovations by both individuals and organizations, as well as to define adoption drivers of innovations. Diffusion of technologies (DOI), technology-organization-environment system (TOE), technology adoption model (TAM), theory of reasoned action (TRA), and united theory of acceptance and use of technology are some of these models.

RFID technology adoption, like other technologies, occurs over time and in phases, including initiation, experimentation, and deployment [27–29]. As a result, researchers have used innovation frameworks and hypotheses to investigate the essential factors of RFID technology adoption as well as the reasons for the slow adoption rate. Since they have been found to assist researchers in predicting the factors that contribute to RFID adoption and usage, the DOI and TOE theories have been the primary theories used by researchers for grounding RFID adoption research. Thus, existing studies on RFID have been dominated by organizational, behavioral, and information system perspectives, with only limited conceptual and empirical studies.

Aside from the well-developed theory of DOI and TEO, much of the literature on adoption and diffusion for various IT cases comes from various perspectives, including country [30], industry [31], and organization [32]. Organizational viewpoints, on the other hand, have gotten the most coverage in the literature [33–35]. Different research goals and topics characterize studies of IT adoption at the country level, with a strong emphasis on key IT infrastructure aspects and IT expenditure, resulting in various evaluations and research outcomes [36]. Similarly, industry-level studies have had a limited emphasis and have addressed RFID adoption without presenting specific results of the factors that led to the adoption decision. This may be because the structure was adapted from a business perspective to justify investment decisions and clarify the connection between IT and business success [37].

Despite the fact that RFID has the ability to play a critical role in providing safe and reliable healthcare, adoption of RFID and IT advances in general in the healthcare industry has lagged behind other industries [38,39]. Many professionals are aware of the potential benefits of RFID, but they are unable to justify a significant investment in the technology. As a result, the DOI and TOE tenets may not hold true in the case of RFID adoption. The refusal of certain Wal-Mart vendors to accept RFID amid the retailing giant’s RFID mandate is the best anecdotal proof of a reluctance to embrace RFID. This means that, despite the technology’s potential advantages, many organizations are hesitant to implement RFID, and that there are other factors that influence an organization’s decision to adopt RFID. This emphasizes the importance of including other factors in previous studies’ frameworks, rather than focusing solely on organizational factors and benefits perceived at the organizational level [40].

In addition to the DOI and TOE models, researchers have used the human-organization-technology fit model (HOT-fit model) to conduct detailed evaluation research on IT application adoption in healthcare settings [41]. Reference [42] provided a comprehensive, specific assessment of factors, measurements, and measures (HOT-fit model) that could be used in IT acceptance and evaluation studies. Human factors are crucial to the assessment of IT technology acceptance and growth in healthcare, according to the HOT-fit model. The role of human behavior in hospital settings in affecting IT adoption has been ignored in the literature on healthcare IT [43]. According to researchers, certain human factors must be taken into account when introducing and implementing any technological breakthrough in the healthcare industry [44–48].
words, researchers in IT adoption in general, and healthcare in particular, hold a firm belief in the role of human factors in the adoption and evaluation of IT applications. Researchers also discovered a significant overlap between the HOT-fit model and the TOE system in this regard. They also mentioned that the HOT-fit model does not take into account the environmental context. Human factors, on the other hand, are not specifically stated in the TOE system. As a result, each one is telling a different part of the story. Incorporating these two models, as well as DOI measurements, seems reasonable and will result in a more comprehensive structure. In this regard, the authors of [49] argue that the better the match between technical, human, and organizational influences, the more healthcare IT’s potential can be realized. As a result, these considerations can be used to create a more systematic and precise assessment process for assessing RFID adoption in healthcare.

The current research incorporates an integrated model of DOI and TOE, as well as the HOT-fit model and the inclusion of user variables that are crucial to RFID adoption decisions, based on the literature on IT and RFID adoption and the theoretical perspectives discussed in the previous section. This will aid in the development of a solid theoretical basis for a deeper understanding of the factors that influence RFID adoption in the healthcare industry. The current model appears to be more inclusive, taking into account more aspects that are thought to be essential when implementing new technologies. We believe that integrating human “user” factors into these models would provide a thorough understanding of how individual and organizational factors interact to influence RFID adoption decisions, both collectively and individually. This will also help us understand how RFID usage will affect individual perceptions of success and healthcare facilities, which can help organizations and management justify substantial investments in such technology. The current model has a lot of potential for refocusing researchers’ attention on other variables when assessing RFID benefits.

3 Research Model and Hypotheses

The research framework was created after a thorough analysis of the literature and comparison of previous models and frameworks. As shown in Fig. 1, the research structure integrates various IT models such as TOE, DOI, and HOT-fit. These models have been extensively studied in the IT literature and have been cited as suitable for testing RFID adoption in healthcare.

3.1 Technological Factors

Many prior IT innovation studies have cited technological factors such as complexity, compatibility, relative advantage, and privacy and protection as determinants influencing the decision to implement new technology [50]. In this regard, Davenport and Brooks (2004) identified uncertainty regarding RFID’s compatibility with other systems, such as enterprise resource planning systems, as a possible stumbling block. RFID is a diverse collection of resources that includes a variety of operating systems, middleware, hardware, programming languages, and architectural frameworks. The fact that RFID networks require globally coordinated numbering, frequency, and power standards adds to the complexity of these factors. Among a list of 12 problems affecting the future of RFID, researchers rated standards as the most difficult task [51]. RFID also necessitates a number of essential network and infrastructure requirements in order to function properly [52]. The following hypothesis was suggested based on the above discussion:

H1: Technological factors are associated with RFID adoption in healthcare organizations.
3.1.1 Relative Advantage

The degree to which an invention is viewed as having greater organizational benefits than the concept it supersedes is known as relative advantage. It is investigated whether RFID technology is regarded as superior to the technology it replaces, such as barcodes and/or conventional “manual” methods of holding records and performing tasks in hospitals [53–65]. As a result, RFID is supposed to provide hospitals with a competitive advantage. In other words, hospitals that see
greater relative benefits from RFID applications are more likely to use it. As a result, the following hypothesis is put forth:

H1a: Relative advantage is associated with RFID adoption in healthcare organizations.

Based on the study model, the following hypotheses were drawn and tested in this study.

1. Technological factors
   H1: Technological factors are associated with RFID adoption in healthcare organizations.
   Technological factors that were tested in this study included relative advantage, complexity, compatibility and technology competences and IT infrastructure.

2. Organizational factors
   H2: Organizational factors are associated with the adoption of RFID in healthcare organizations.
   Organizational factors that were tested in this study included organizational size, financial resources and top management support.

3. Environmental factors
   H3: Environmental factors are associated with RFID adoption in health care organizations.
   Environmental factors that were tested in this study included competitive pressure, government regulations, security and privacy concerns and culture.

4. Economic factors.
   H4: Economic factors are associated with RFID adoption in healthcare organizations.
   Economic factors that were tested in this study included the costs, infrastructure costs, training and implementation costs and expectations of industry and market trends.

5. Human Factors
   H5: Human factors are associated with RFID adoption in healthcare organizations.
   Human factors that were tested in this study included IT knowledge and expertise staff readiness and user training.

4 Research Methodology

The research was conducted in the UAE’s healthcare system. Data was gathered from major hospitals in various cities throughout the UAE. The hospitals have restricted RFID application use in some functional areas and are preparing to expand RFID deployment to other operating areas. The research instrument (survey) was sent to the hospitals via email [66–73]. The study team received a total of 191 questionnaires. To ensure that the returned surveys were complete and eligible for review, data filtering and cleaning were performed. Because of their incompleteness and ineligibility, nine of the questionnaires were eliminated from further study.

5 Analysis and Findings

The research used a two-step structural equation modeling (SEM) method for model estimation and testing. The measurement model was first examined for validity using this methodology. The study instrument and measurements were subjected to a SEM test for hypothesis testing reliability and validity analysis in the second phase. Reliability was examined using Cronbach’s alpha (®). As shown in Tab. 1 all factors exceeded (0.70) alpha score indicating a satisfactory
construct reliability (Tabachnick and Fidell, 2007). Discriminant and convergent validity analysis is used to assess validity. Calculating the square root of the average variance derived (AVE) for each factor was used to test discriminant validity. The AVE values for all variables are greater than the shared variance [74,75], as shown in Tab. 1.

According to Tabachnick and Fidell (2007), convergent validity is achieved when all variables load significantly, the composite reliability reaches 0.70, and the AVE values for all products surpass the threshold value (0.50). As shown in Tab. 1, all loadings scores are greater than 0.70, while AVE scores are greater than (0.50) demonstrating thus convergent validity [76,77].

<table>
<thead>
<tr>
<th>Factors</th>
<th>AVE</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>α</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Environment</td>
<td>0.88</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>0.87</td>
</tr>
<tr>
<td>2. Organizational</td>
<td>0.82</td>
<td>0.76</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>0.85</td>
</tr>
<tr>
<td>3. Technological</td>
<td>0.88</td>
<td>0.63</td>
<td>0.59</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>0.82</td>
</tr>
<tr>
<td>4. Economic</td>
<td>0.77</td>
<td>0.59</td>
<td>0.57</td>
<td>0.66</td>
<td></td>
<td></td>
<td></td>
<td>0.90</td>
</tr>
<tr>
<td>5. Human</td>
<td>0.91</td>
<td>0.67</td>
<td>0.48</td>
<td>0.57</td>
<td>0.51</td>
<td></td>
<td></td>
<td>0.88</td>
</tr>
<tr>
<td>6. Adoption decision</td>
<td>0.88</td>
<td>0.54</td>
<td>0.38</td>
<td>0.46</td>
<td>0.38</td>
<td>0.46</td>
<td>0.82</td>
<td></td>
</tr>
</tbody>
</table>

Notes: *The diagonal values in bold are the square root of the averaged variance extracted between the constructs and their measures **Off-diagonal values are the correlations between the different constructs.

5.1 Test of the Measurement Model
To evaluate the research hypotheses and analyze the research model, we used the structural equation method. The research model was tested using the chi-square goodness-of-fit index model (GFI) prior to hypotheses testing. Researchers often recommend a GFI index exceeding 0.80, and the cut-off criterion should be ≥0.90 for both indices of normed fit index (NFI) and incremental fit index (IFI) for acceptable model fitness. Researchers also recommend that fit values for the GFI should be greater than 0.90, whereas the adjusted GFI (AGFI) should be greater than 0.80. In general, if the value of χ²/df is smaller than 5, it is considered a good fit. Conversely, it is generally reported in conjunction with the root mean square error of approximation (RMSEA), and in a well-fitting model, the lower limit is close to 0, whereas the upper limit should be less than 0.08 t. As shown in Tab. 2 goodness-of-fit (GOF) statistics indicate an acceptable model fitness demonstrating thus that the proposed model has a good fit with the data.

5.2 Tests of the Structural Model
The relationships between the research contracts were evaluated using path coefficients and t-test tests, and the structural model was tested using structural equation modeling. To make it easier to compare the validity findings, the structural model results for fitness measures are shown in Tab. 3. The GOF indices for the structural model were X²/df = 1.62, CFI = 0.92, GFI = 0.93, NFI = 0.92, and RMSEA = 0.83. Thus, the proposed model revealed a good fit with RFID data. Overall, most study hypotheses were supported, and only two hypotheses were rejected (H2a, β = 0.08 and H3a, β = 0.09). The paths between most of the factors were found to have significant and positive relationships. The hypotheses, path coefficients (β), and t-values for all factors are summarized in Tab. 3, P < 0.05.
Table 2: Goodness-of-fit

<table>
<thead>
<tr>
<th>Index</th>
<th>Recommended</th>
<th>Measurement</th>
<th>Structural</th>
</tr>
</thead>
<tbody>
<tr>
<td>$(\chi^2)$</td>
<td>–</td>
<td>307</td>
<td>301</td>
</tr>
<tr>
<td>df</td>
<td>–</td>
<td>182</td>
<td>185</td>
</tr>
<tr>
<td>$\chi^2$/df</td>
<td>&gt;2</td>
<td>1.69</td>
<td>1.62</td>
</tr>
<tr>
<td>Goodness-of-fit index &gt;0.90</td>
<td>0.94</td>
<td>0.93</td>
<td></td>
</tr>
<tr>
<td>Normed fit index &gt;0.90</td>
<td>0.91</td>
<td>0.92</td>
<td></td>
</tr>
<tr>
<td>Non-normed fit index &gt;0.90</td>
<td>0.93</td>
<td>0.93</td>
<td></td>
</tr>
<tr>
<td>Confirmatory fit index &gt;0.90</td>
<td>0.92</td>
<td>0.92</td>
<td></td>
</tr>
<tr>
<td>RMSEA</td>
<td>&gt;0.08</td>
<td>0.83</td>
<td>0.83</td>
</tr>
</tbody>
</table>

Table 3: Hypotheses tests

<table>
<thead>
<tr>
<th>Hypothesis</th>
<th>Path Coefficient $\beta$</th>
<th>t-Value</th>
<th>Support</th>
</tr>
</thead>
<tbody>
<tr>
<td>Technological Factors of RFID adoption</td>
<td>0.48</td>
<td>7.3</td>
<td>Yes</td>
</tr>
<tr>
<td>H1a: Relative advantage of RFID adoption</td>
<td>0.33</td>
<td>4.4</td>
<td>Yes</td>
</tr>
<tr>
<td>H1b: Complexity of RFID adoption</td>
<td>0.30</td>
<td>3.9</td>
<td>Yes</td>
</tr>
<tr>
<td>H1c: Compatibility of RFID adoption</td>
<td>0.28</td>
<td>3.9</td>
<td>Yes</td>
</tr>
<tr>
<td>H1d: Technology competences and IT infrastructure</td>
<td>0.34</td>
<td>4.0</td>
<td>Yes</td>
</tr>
<tr>
<td>Organizational Factors of RFID adoption</td>
<td>0.34</td>
<td>4.4</td>
<td>Yes</td>
</tr>
<tr>
<td>H2a: Organizational size of RFID adoption</td>
<td>0.09</td>
<td>1.5</td>
<td>No</td>
</tr>
<tr>
<td>H2b: Financial resources of RFID adoption</td>
<td>0.19</td>
<td>1.9</td>
<td>Yes</td>
</tr>
<tr>
<td>H2c: Top management of RFID adoption</td>
<td>0.27</td>
<td>3.2</td>
<td>Yes</td>
</tr>
<tr>
<td>Environmental factors of RFID adoption</td>
<td>0.23</td>
<td>3.6</td>
<td>Yes</td>
</tr>
<tr>
<td>H3a: Competitive pressure of RFID adoption</td>
<td>0.08</td>
<td>1.5</td>
<td>No</td>
</tr>
<tr>
<td>H3b: Government regulations of RFID adoption</td>
<td>0.19</td>
<td>3.2</td>
<td>Yes</td>
</tr>
<tr>
<td>H3c: Security and privacy of RFID adoption</td>
<td>0.24</td>
<td>3.6</td>
<td>Yes</td>
</tr>
<tr>
<td>H3d: Culture and social issues of RFID adoption</td>
<td>0.11</td>
<td>2.1</td>
<td>Yes</td>
</tr>
<tr>
<td>Economic Factors of RFID adoption</td>
<td>0.19</td>
<td>2.4</td>
<td>Yes</td>
</tr>
<tr>
<td>H4a: Infrastructure costs of RFID adoption</td>
<td>0.27</td>
<td>3.2</td>
<td>Yes</td>
</tr>
<tr>
<td>H4b: Training and implementation costs of RFID adoption</td>
<td>0.23</td>
<td>3.2</td>
<td>Yes</td>
</tr>
<tr>
<td>H4c: Expectations of industry of RFID adoption</td>
<td>0.26</td>
<td>3.7</td>
<td>Yes</td>
</tr>
<tr>
<td>Human Factors of RFID adoption</td>
<td>0.42</td>
<td>7.2</td>
<td>Yes</td>
</tr>
<tr>
<td>H5a: IT knowledge and expertise of RFID adoption</td>
<td>0.60</td>
<td>14.8</td>
<td>Yes</td>
</tr>
<tr>
<td>H5b: Staff Readiness of RFID adoption</td>
<td>0.40</td>
<td>5.2</td>
<td>Yes</td>
</tr>
<tr>
<td>H5c: User training of RFID adoption</td>
<td>0.39</td>
<td>4.2</td>
<td>Yes</td>
</tr>
</tbody>
</table>

The study analysis showed that environmental factors, organizational factors, economic factors, technological factors, and human factors significantly affect the adopt RFID in with ($\beta = 0.47, t = 809$). The analysis also indicated that technological factors were the most influential factors on RFID adoption among all the study factors as ($\beta = 0.47, t = 7.35, p < 0.05$). Hence, H1 is supported. Whereas small impact but significant was found for the environment factors on
RFID adoption as ($\beta = 0.18, t = 2.46$). As expected, the findings revealed a significant impact of human factors on RFID adoption indicating that these factors are crucial when adopting RFID in as ($\beta = 0.43, t = 7.20$).

Surprisingly, neither organizational size nor competitive pressure had a major impact on RFID adoption decisions in healthcare organizations, according to the research. This may be because all hospitals, regardless of scale, use the same resources, treatments, and operations, and/or because these hospitals are government-funded. As a result, they have no incentive to compete because they all receive the same amount of support from the government. This finding is intriguing, and further research is needed to determine if private entities have different adoption determinants than government organizations, and/or whether IT adoption models function differently in different environments.

6 Conclusions

Our integrated platform serves as a useful guide for hospital stakeholders interested in promoting RFID adoption and reaping the benefits of the technology. The findings empirically support the suitability of combining HOT-fit with DOI and TOE, indicating that the combined model is effective and a good place to start understanding RFID adoption. In order to better understand professionals’ adoption of RFID technology, the study stressed the importance of considering variables at the consumer and person level, such as user characteristics and discrepancies. For example, doctors, nurses, and physicians’ perceptions of RFID benefits can influence their willingness to adopt and/or use RFID applications in their daily work. In other words, physicians can consider RFID as a tool that can provide them with a variety of operational and functional solutions based on their task needs and job requirements. As a result, such individual variations must be evaluated and taken into account prior to adopting and implementing RFID applications, rather than as a post-implementation problem. This finding is intriguing because it implies that when it comes to IT acceptance and implementation, different healthcare contexts will tell different stories. As a result, by using the same hypotheses and models, researchers might not obtain comparable findings to those obtained in other industries.

Organizational aspects such as top management views and financial capital are major determinants of RFID adoption, according to the findings. However, neither competitive intensity nor organizational size were found to have a major effect in the report (e.g., Lin et al., 2012; [5]). This may be explained by the fact that similar stresses exist in the private sector, where rivalry forces businesses to offer quality services in order to thrive and achieve competitive advantages. Given that government hospitals are non-profit entities, this study was performed in public hospitals, where such pressure does not exist.

In terms of technological factors, some dimensions, such as compatibility and technological competence, have received a lot of empirical support in the classic innovation and IT diffusion literature, whereas the importance of other dimensions has been emphasized in various RFID studies, such as IT infrastructure and complexity studies. This study also discovered that public hospitals place a higher value on IT department experience and knowledge than on other dimensions. These are significant variables that are often ignored in other research. Technological factors were found to be the most important determinants of RFID adoption in the healthcare industry, in line with previous conceptualizations of DOI and TOE models. IT infrastructure and technology competence were found to be the most important factors influencing a hospital's RFID adoption decisions among these determinants. Furthermore, although IT vendors have addressed infrastructure and technology standards concerns [46], some technical issues remain with RFID
adoption. Many variables, such as RFID reader range and the position of metal components and antennae, can affect read rates and data accuracy, so the installation of hardware and the positioning of RFID components, such as readers and tags, must be precisely handled. The resolution of these problems would encourage hospitals to implement RFID more easily and make top management decisions easier [9].

Whether an organization fully adopts RFID applications depends on the organization’s existing IT hardware and software and the possibility of integrating new IT implementations with existing systems. The findings reveal that available organization resources, such as current IT infrastructure and IT department staff skills, determine whether the organization ($ß = 0.33$) will move to RFID. These factors also have an impact on RFID adoption and implementation within a business. As a result, the higher the level of IT skills and infrastructure, the greater the acceptance and use of RFID in healthcare organizations. This result backs up Brown and Russell’s (2007) findings, which claim that the lack of RFID adoption in many organizations is due to RFID’s incompatibility with current infrastructure, making organizations hesitant to commit to a full-scale implementation.

Human factors are central to the evaluation of healthcare IT adoption and development [75]. Person and human factors drive RFID adoption, according to the empirical findings. Individual variations and human factors were often overlooked in previous IT adoption studies. By integrating user and person variables, the predictive capacity of other IT adoption models (e.g., TOE and DOI) can be enhanced [14]. The key factors used in this study provide a valuable context for researching relevant domains of human factors, and this study demonstrates that they are important factors to consider when assessing RFID adoption in healthcare organizations. When hospitals consider RFID as an IT solution for their work process and operations, consumer IT awareness and experience, staff readiness, and training are all found to be significant and relevant.
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